MISSION AREA

Protection

FUNCTIONAL AREAS

- Continuity of operations for cyber systems
- Controlling electronic access
- Detecting malicious activity
- End-user awareness
- Guidelines, regulations, and standards
- Investigating malicious actors
- Protective measures
- Securing CIKR and SCADA systems
- Sharing threat information
- Technical countermeasures

EXAMPLE WORDING

Local partners provide cyber awareness training for employees, utilize virus detection software, and restrict access to computer systems, especially those controlling critical infrastructure components (i.e. SCADA) or containing sensitive data.

Local partners ensure continuity of operations for mission essential functions, including functions that support local emergency management, through protection and redundancy of cyber systems.

Local partners share threat information with Buckeye County EMA, law enforcement, and the State’s cyber security team through notification to the Ohio EMA Watch Office.

MAY BE FOUND IN:
Basic Plan
Cybersecurity Annex

BUILDING CAPABILITY

AWR-135: Promoting Community Cyber Security
AWR-136: Essentials of Community Cyber Security
MGT-384: Community Preparedness for Cyber Incidents
MGT-452: Physical and Cybersecurity for Critical Infrastructure
MGT-456: Integration of Cybersecurity Personnel into the Emergency Operations Center for Cyber Incidents
PER-256: Comprehensive Cyberterrorism Defense (CCD)
PER-257: Cyberterrorism First Responder (CFR)

Ohio EMA Training Courses: https://trainingcampus.dps.ohio.gov/CourseMill/pstc/pstc.html
Additional Training Courses: https://www.firstrespondertraining.gov/frt/npccatalog

Examples demonstrate options to consider and are provided for training purposes only. The examples are intended to demonstrate how planning teams may incorporate the key tasks found on FEMA’s Core Capability Development Sheets into planning documents (e.g. the Emergency Operations Plan, Mitigation Plan, Debris Management Plan, HazMat Plan, and so forth). The items in the Functional Areas section are FEMA-identified areas where gaps could exist for the associated core capability. Counties should not re-design their Emergency Operations Plans around the Core Capabilities; stakeholders should integrate the capabilities within the EOP and in a format that is effective for the jurisdiction.